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Two-factor authentication, or 2FA, is an extra layer of protection used to ensure the security of online accounts beyond 

just a username and password. To enable 2FA in Xplan, users must have access to a smartphone or tablet and should 

follow the steps in this guide to activate this security feature.   

If you have a technical question or need help with setting this up, please contact AdTech on 1800 367 800 and select 

option 3. 

 

Step Description 

1.  From your desktop, login to the Xplan website: 

• AMP Xplan 
 

• Enter your Xplan User ID and Password. 

• Click Login.  
 

 

 

2.  • Click on your username on the right of the page eg Lang, Lauren. 

• Select My preferences.  
 

 
 

3.  You’ll be directed to the below page: 

• Click the Settings cog icon on the left side of the page. 
 

https://amp.xplan.iress.com.au/home
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Step Description 

 
 
 

4.  You’ll be directed to the below menu: 

• Select Two-factor authentication.  
 

 

5.  • Click Activate.  
 

 

6.  • Enter your Xplan User ID and Password.  

• Click Next.  
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Step Description 

7.  Two-Factor Authentication is done via a Software Token authenticator or SMS.  

Choose your preference: 

 
Software Token or SMS to + 614xxxxxxx  
 
(Note: If you don’t have your mobile number listed in your Xplan profile, the SMS option will not appear. 
Please see the SMS guide below to add your number into your profile, before returning to Step 2 above to 
enable 2FA) 
 

 

• Click Next. 
 

 
• Click Activate. 

 
 

 

 
 

 

For Software Token set up, please click here. 
 

 

For SMS set up, please click here. 
 

 
 
 
 

  



AMP Limited 
ABN 49 079 354 519 

 

Instructions for Software Token process 

 

1.  You’ll be taken to the following screen:  

• A QR code will automatically be generated.  

 

 
2.  For the next step, you’ll need to download an authenticator app using a smartphone or tablet.   

• If you already have an authenticator app, go to step 3. 

• If you don’t have an authenticator app, go to the App Store or Google Play on any smart device 

• Search for Authenticator in the search bar. 

• Download an Authenticator app of your choice eg Google, Microsoft. 

• Click on the Get/Download button.  

 

3.  • Click Scan a QR code. 

• For users who already have an Authenticator App, open the app on your smartphone or tablet. 

and click Scan a QR code. 

 

4.  Using the camera on your smartphone or tablet, scan the QR code displayed on your desktop screen.  

 

 
 

5.  A unique six-digit code will appear on your smartphone or tablet. 

 

• Enter the six-digit code in the Enter OTP code box on your desktop screen. 

• Click Done on your desktop screen. 

 

 
 

Xplan Two-Factor Authentication via Token is now enabled.  
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Instructions for SMS process 
 
 

1. To enable 2FA via SMS, you will need to first have your mobile phone number entered in your Xplan 

profile.  

 

• Click on your username on the right-hand side of the screen and click My Preferences. 

• You will be taken to the screen highlighted in step 3 above. 

 

 
 

2. • Select My Details > My Details from the left hand nav menu. 

 
 

3. • Scroll to Telephone/Email. 

• Click the pencil icon next to Mobile Phone. 
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4. • Enter in the below information and select ‘Save’. 

 

 

• Once saved, your number and email should be stored in Xplan as below. 

 

5. To enable SMS 2FA, click the SMS option: 

 

 
 

 

• You will receive a One Time Passcode (OTP) via SMS to your mobile phone, this could take a 

minute to arrive. 

• Enter the OTP code.  

• Click Done. 

 

 
 

 

2FA via SMS is now enabled, so when you login to Xplan, you will receive an SMS code once you 

have entered your login details. 

 

 

 

 

 

 

 

 


